
33625 Federal Register / Vol. 73, No. 114 / Thursday, June 12, 2008 / Notices 

or be incorporated into law enforcement 
investigations and litigation; or for other 
law enforcement, regulatory or 
informational purposes. Information 
submitted by or compiled on 
telemarketers, sellers, and their agents is 
used for purposes of fee collection, 
authorizing their access to the system, 
and related purposes and uses as 
described in this notice. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

(1) Telephone numbers, but not any e- 
mail addresses, submitted by 
individuals may be made available or 
referred on an automatic or other basis 
to telemarketers, sellers, and their 
agents for the purpose of determining or 
verifying that an individual does not 
wish to receive telemarketing calls; 

(2) Information submitted by or 
compiled on telemarketers, sellers, and 
their agents may be used and disclosed 
to other Federal, state, or local 
government authorities for payment or 
billing purposes, including referral to 
debt collection agencies or other 
governmental entities for collection, tax 
reporting, or other related purposes. 
Information that is submitted by or 
compiled on telemarketers, sellers, and 
their agents and that is incorporated 
into the www.pay.gov system shall also 
be subject to routine uses, if any, that 
may be separately published for that 
system, Treasury/FMS.017 (Collections 
Records), or any successor system notice 
for that system. 

See Appendix I for other ways that 
the FTC can use and disclose these 
system records outside the agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records in the system are collected 

and maintained by an off-site FTC 
contractor in an electronic database 
with Web-based access subject to strict 
security controls (see ‘‘Safeguards’’ 
below). 

RETRIEVABILITY: 
Indexed by area code and phone 

number of individuals who have 
informed the Commission that they do 
not wish to receive telemarketing calls. 
May also be retrieved by other data, if 
any, compiled or otherwise maintained 
with the record. For information 

submitted by or compiled on 
telemarketers, sellers, or their agents, 
records may be indexed and retrieved 
by any category of data that is submitted 
by or compiled on such telemarketers, 
sellers, or agents. 

SAFEGUARDS: 

Access is generally restricted to those 
agency personnel, contractors and other 
law enforcement users subject to 
confidentiality agreements whose 
responsibilities require access, or to 
approved telemarketers, sellers, and 
their agents. Electronic access is subject 
to login ID, password, and other 
electronic access and security controls 
(e.g., firewalls). Contractors are required 
to sign confidentiality and 
nondisclosure agreements. 

RETENTION AND DISPOSAL: 

Automated information retained 
indefinitely, until deleted pursuant to 
request by the subject individual, or 
deleted automatically after certain 
period of time, to be determined by the 
Commission, in accordance with 
applicable schedules and procedures 
issued or approved by the National 
Archives and Records Administration. 
(The retention and destruction of 
payment data collected from 
telemarketers, sellers, and their agents 
by Treasury’s FMS is described in the 
system notice for the www.pay.gov 
system, Treasury/FMS.017.) 

SYSTEM MANAGER(S) AND ADDRESS: 

National Do Not Call Registry Program 
Manager, Division of Planning and 
Information, Bureau of Consumer 
Protection, Federal Trade Commission, 
600 Pennsylvania Avenue, NW., 
Washington, DC 20580. 

See Treasury/FMS.017 for the system 
manager and address of the 
www.pay.gov system. 

NOTIFICATION PROCEDURE: 

To obtain notification of whether the 
system contains a record pertaining to 
that individual (i.e., the individual’s 
telephone number), individuals use a 
dial-in system or a designated Web site 
that will enable the identification and 
verification of their telephone numbers. 
Individuals filing written requests 
pursuant to 16 CFR 4.13 will be 
acknowledged and directed to use those 
automated systems. To the extent, if 
any, that the Privacy Act applies to 
information submitted by or compiled 
on telemarketers, sellers, or their agents, 
the system provides notice (i.e., 
confirms) that the system is maintaining 
such information when an individual 
accesses the system using the account 
number that was previously assigned to 

the telemarketer, seller, or agent at the 
time that entity originally entered 
information into the system to establish 
the relevant account. 

RECORD ACCESS PROCEDURES: 
To request access to any information 

maintained with your registration that is 
not available to you through the 
automated dial-in system or the 
designated Web site described in the 
notification procedures above, you must 
submit your request in writing. See 
Appendix II for details. The same access 
procedure applies to the extent, if any, 
that the Privacy Act applies to 
information submitted by or compiled 
on telemarketers, sellers, or their agents, 
where that information is not made 
available for review or amendments 
when the telemarketer, seller, or agent 
accesses the system. 

CONTESTING RECORD PROCEDURES: 
Where an individual believes the 

system has erroneously recorded or 
omitted information that is collected 
and maintained by the system, the 
individual will be afforded the 
opportunity to register, change, or delete 
that information after the automated 
system identifies and verifies the 
telephone number from which the 
individual is calling, if the individual is 
using the designated Web site, or the 
individual provides other identifying 
information, if requested by the 
automated system. To contest the 
accuracy of any other information that 
is not accessible to the individual 
through the automated dial-in system or 
Web site as described in the 
‘‘Notification procedures’’ section 
above, the request must be submitted to 
the FTC in writing. See Appendix II for 
details. The same written request 
requirement applies to telemarketers, 
sellers, or their agents (to the extent, if 
any, that they are ‘‘individuals’’ within 
the meaning of the Privacy Act) when 
seeking to contest the accuracy of 
system information maintained on 
them, except for system information, if 
any, that can be contested or corrected 
through the automated system. 

RECORD SOURCE CATEGORIES: 
Individuals who inform the 

Commission through the procedures 
established by the Commission that they 
do not wish to receive telemarketing 
calls. Some records may come from do- 
not-call lists that some states or 
organizations separately maintain. 
Record sources for this system may also 
include telemarketers, sellers, and 
agents, but only to the extent, if any, 
that they are ‘‘individuals’’ within the 
meaning of the Privacy Act. 
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EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

V. FTC Access Requests 

FTC-V-1 

SYSTEM NAME: 

Freedom of Information Act Requests 
and Appeals—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 

Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals filing requests for access 
to information under the Freedom of 
Information Act (FOIA); individuals 
named in the FOIA request; FTC staff 
assigned to help process, consider, and 
respond to such requests, including any 
appeals. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Communications (e.g., letters, e-mails) 
to and from the requesting party; agency 
documents generated or collected 
during processing and consideration of 
the request, including scanned copies of 
materials responsive to the FOIA 
request. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Federal Trade Commission Act, 15 
U.S.C. 41 et seq.; Freedom of 
Information Act, 5 U.S.C. 552. 

PURPOSE(S): 

To consider requests and appeals for 
access to records under the Freedom of 
Information Act; to determine the status 
of requested records; to respond to the 
requests and appeals; to make copies of 
FOIA requests and frequently requested 
records available publicly, under the 
FTC’s Rules of Practice and FOIA; to 
maintain records, documenting the 
consideration and disposition of the 
requests for reporting, analysis, and 
recordkeeping purposes. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

(1) Request and appeal letters, and 
agency letters responding thereto, are 
placed on the FTC’s public record and 
available to the public for routine 
inspection and copying. See FTC-I-6 
(Public Records—FTC). 

(2) As required by the FOIA, records 
that have been ‘‘frequently requested’’ 
and disclosed under the FOIA within 

the meaning of that Act, as determined 
by the FTC, are made available to the 
public for routine inspection and 
copying. See FTC-I-6 (Public Records— 
FTC). 

See also Appendix I for other ways 
that the Privacy Act permits the FTC to 
use or disclose system records outside 
the agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. For public portions of this 
system, see the system notice for FTC- 
I-6. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained electronically 

using a commercial software application 
run on the agency’s internal servers. 
Temporary paper files are destroyed 
once the request is complete. System 
records compiled or generated prior to 
fiscal year 2004 are maintained in paper 
format. 

RETRIEVABILITY: 
Indexed by name of requesting party 

and subject matter of request. Records 
can also be searched by name, address, 
phone number, fax number, and e-mail 
of the requesting party, subject matter of 
the request, requestor organization, 
FOIA number, and staff member 
assigned to the request. 

SAFEGUARDS: 
Requests, appeals, and responses 

available to the public, as described 
above. Access to nonpublic system 
records is restricted to FTC personnel or 
contractors whose responsibilities 
require access. Nonpublic paper records 
are temporary, maintained in lockable 
file cabinets or offices, and destroyed 
once the request is complete. Access to 
electronic records is controlled by ‘‘user 
ID’’ and password combination and 
other electronic access or network 
controls (e.g., firewalls). FTC buildings 
are guarded and monitored by security 
personnel, cameras, ID checks, and 
other physical security measures. 

RETENTION AND DISPOSAL: 
Records are retained and disposed of 

in accordance with General Records 
Schedule 14.11-14.15, issued by the 
National Archives and Records 
Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 
FOIA/PA Supervisor, Office of 

General Counsel, Federal Trade 

Commission, 600 Pennsylvania Avenue, 
NW., Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 
Individual about whom the record is 

maintained and agency staff assigned to 
help process, review, or respond to the 
access request, including any appeal. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Records contained in this system that 

have been placed on the FTC public 
record are available upon request, as 
discussed above. However, pursuant to 
5 U.S.C. 552a(k)(2), records in this 
system, which reflect records that are 
contained in other systems of records 
that are designated as exempt, are 
exempt from the requirements of 
subsections (c)(3), (d), (e)(1), (e)(4)(G), 
(H), (I), and (f) of 5 U.S.C. 552a. See 
§ 4.13(m) of the FTC Rules of Practice, 
16 CFR 4.13(m). 

FTC-V-2 

SYSTEM NAME: 
Privacy Act Requests and Appeals— 

FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals filing requests for access 
to, correction of, or an accounting of 
disclosures of personal information 
contained in system of records 
maintained by the Commission, 
pursuant to the Privacy Act; FTC staff 
assigned to help process, consider, and 
respond to such requests, including any 
appeals. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Requests and other communications 

and documents generated or compiled 
by the FTC to process, review, and 
respond to the Privacy Act request, 
including any appeals. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq.; Privacy Act, 5 U.S.C. 
552a. 

PURPOSE(S): 
To process and review requests and 

appeals for access to, correction of, or an 
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accounting of disclosure of records 
under the Privacy Act; to determine the 
status of requested records or the 
request for correction or disclosure; to 
respond to such requests and appeals; 
and to maintain records documenting 
the consideration and disposition of 
these requests for reporting, analysis, 
and recordkeeping purposes. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

See Appendix I for ways that the 
Privacy Act permits the FTC to disclose 
system records outside the agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

System records are stored and 
maintained electronically using a 
commercial software run on the 
agency’s internal network servers. 
Temporary paper files are destroyed 
once the request is complete. System 
records compiled or generated prior to 
fiscal year 2004 are maintained in paper 
format. 

RETRIEVABILITY: 

Indexed by name of requesting party. 
Records can also be searched by 
address, phone number, fax number, 
and email of the requesting party, 
subject matter of the request, requestor 
organization, FOIA number, and staff 
member assigned to request. 

SAFEGUARDS: 

Access to nonpublic system records is 
restricted to FTC personnel or 
contractors whose responsibilities 
require access. Nonpublic paper records 
are temporary, maintained in lockable 
file cabinets or offices, and destroyed 
once the request is complete. Access to 
electronic records is controlled by ‘‘user 
ID’’ and password combination and 
other electronic access or network 
controls (e.g., firewalls). FTC buildings 
are guarded and monitored by security 
personnel, cameras, ID checks, and 
other physical security measures. 

RETENTION AND DISPOSAL: 

Records are retained and disposed of 
in accordance with General Records 
Schedule 14.11-14.15, issued by the 
National Archives and Records 
Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 
FOIA/PA Supervisor, Office of the 

General Counsel, Federal Trade 
Commission, 600 Pennsylvania Avenue, 
NW., Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 
Individual about whom record is 

maintained and agency staff agency staff 
assigned to help process, review or 
respond to the request, including any 
appeal. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Pursuant to 5 U.S.C. 552a(k)(2), 

records in this system, which reflect 
records that are contained in other 
systems of records that are designated as 
exempt, are exempt from the 
requirements of subsections (c)(3), (d), 
(e)(1), (e)(4)(G), (H), (I), and (f) of 5 
U.S.C. 552a. See § 4.13(m) of the FTC 
Rules of Practice, 16 CFR 4.13(m). 

FTC-V-3 [Deleted] 

VI. FTC Mailing List Systems of 
Records 

FTC-VI-1 

SYSTEM NAME: 
Mailing and Contact Lists—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who have indicated an 
interest in receiving FTC materials or 
who are participants or contacts in 
matters under consideration at the FTC; 
other individuals who may be regular 
resources, contacts, or leads for various 
FTC subject matter areas or programs. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
System records contain some or all of 

the following: name; title; company or 
organization; mailing address; e-mail 
address; telephone number; date. This 
system includes bulk order mailing lists, 
sign-in sheets or rosters compiled at 
meetings and workshops held at or by 
the FTC, contact lists developed from 
publicly available information or 
information provided by the relevant 
individual (e.g., business cards), or 
other similar, miscellaneous contact and 
address lists. 

This system excludes mailing or 
contact lists or similar records collected 
or maintained under other FTC systems 
of records. For example, addresses or 
other contact information for 
individuals who make requests through 
the FTC’s Consumer Response Center to 
be mailed FTC materials are covered by 
FTC IV-1 (Consumer Information 
System—FTC). Mailing lists prepared 
for serving official documents in 
Commission proceedings or for other 
law enforcement purposes (e.g., 
administering consumer redress) are 
covered by FTC I-1 (Nonpublic 
Investigatory and Other Nonpublic 
Legal Program Records—FTC). 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq. 

PURPOSE(S): 
To assist the Commission in the 

distribution of documents and 
information to individuals who request 
such materials; to maintain lists of 
media, Congressional, business, or other 
contacts for future reference. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records in this system may be 
compiled by or disclosed to FTC 
contractors in fulfilling requests for FTC 
materials or sending other FTC 
communications to individuals covered 
by this system. 

See Appendix I for other ways that 
the Privacy Act permits the FTC to 
disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper or electronic format. Electronic 

records may be stored using commercial 
software applications. 

RETRIEVABILITY: 
Indexed by individual’s name. When 

records are stored electronically, records 
may also be searched and retrieved by 
other data, such as by phone number, 
address, ZIP or area code, etc. 

SAFEGUARDS: 

Access is restricted to FTC personnel 
or contractors whose responsibilities 
require access. Paper records are 
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maintained in lockable offices or file 
cabinets. Access to electronic records is 
controlled by ‘‘user ID’’ and password 
combination and/or other electronic 
access or network controls (e.g., 
firewalls). FTC buildings are guarded 
and monitored by security personnel, 
cameras, ID checks, and other physical 
security measures. 

RETENTION AND DISPOSAL: 

Records are retained until the 
individual requests deletion from the 
agency’s list, or when distribution of 
records from the associated matter is not 
anticipated, or as otherwise prescribed 
under record schedules and procedures 
issued or approved by the National 
Archives and Records Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 

Associate Director, Division of 
Consumer and Business Education, 
Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC, 20580. 

Director, Office of Public Affairs, 
Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC, 20580. 

For all other FTC offices: Director, 
Records and Filings Office, Federal 
Trade Commission, 600 Pennsylvania 
Avenue, NW., Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 

Individuals requesting FTC 
information, commercial directories or 
other public sources, attendees at FTC 
meetings or other events, and staff 
members involved in Commission 
proceedings. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 

VII. FTC Miscellaneous Systems of 
Records 

FTC-VII-1 

SYSTEM NAME: 

Automated Library Management 
System—FTC. 

SECURITY CLASSIFICATION: 

Not applicable. 

SYSTEM LOCATION: 

Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

FTC personnel who request that 
copies of FTC Library periodicals or 
other publications in the Library’s 
collection be routinely circulated 
(routed) to them within the FTC; 
authors of books, periodicals, or other 
publications indexed in the Library’s 
collection. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Name and office location of the FTC 
individual making a routing request, 
employee identification number, and 
the name and number of the periodical; 
names of authors or other individuals 
indexed or associated with books or 
other publications maintained in the 
FTC Library’s collection or requested 
through inter-library loans. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq. 

PURPOSE(S): 

To manage the FTC Library’s 
acquisition and collection of books, 
periodicals and other publications; to 
fulfill requests for the routing of serials 
among FTC employees; to electronically 
index or search for holdings in the FTC 
Library’s collection. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

See Appendix I for ways that the 
Privacy Act permits the FTC to use or 
disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. V Appendix 
I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Electronic database using a 
commercially available software 
application. 

RETRIEVABILITY: 

Indexed by periodical number, 
employee identification number, author, 
or other information in the system. 

SAFEGUARDS: 

Access restricted to staff or contractor 
personnel whose responsibilities require 
access. Access to electronic records is 
controlled by ‘‘user ID’’ and password 
combination and/or other appropriate 
electronic access or network controls 

(e.g., firewalls). (This limitation does 
not apply to searchable online catalog 
made available in the FTC Library.) FTC 
buildings are guarded and monitored by 
security personnel, cameras, ID checks, 
and other physical security measures. 

RETENTION AND DISPOSAL: 
Records are retained and disposed of 

in accordance with applicable schedules 
and procedures issued or approved by 
the National Archives and Records 
Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 
Head Librarian, Library, Federal 

Trade Commission, 600 Pennsylvania 
Avenue, NW., Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 
Individual about whom the record is 

maintained; author or other publication 
data associated with the book, 
periodical or other publication; system 
users. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

FTC-VII-2 

SYSTEM NAME: 
Employee Locator (STAFFID) 

System—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

FTC employees, contractors, 
volunteers or others (e.g., students) 
working for or at the FTC. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name, employee identification 

number, building code, office room 
number, office telephone, mail drop 
code, electronic mail user identification, 
default printer designation, other 
identification codes or data. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq. 

PURPOSE(S): 
To maintain records that will assist in 

locating and communicating with FTC 
employees, contractors, etc.; to identify 
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mail locator listings used by mail room 
personnel; and to identify, in other 
Commission automated information 
systems, Commission staff names and 
locations; to help document the check- 
in/check-out process for employees or 
others entering or leaving FTC service. 
This system is a core data source for 
other FTC automated systems to draw 
basic identifying information about FTC 
employees and others working for or at 
the Commission. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

(1) To produce the FTC Directory 
which is used by all agency personnel 
and made available to the public; and 

(2) To provide employee locator 
information to the public. 

See Appendix I for other ways that 
the Privacy Act permits the FTC to use 
or disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
FTC Directory printed and distributed 

to staff and the public, and posted on 
the agency’s Web site. System is 
maintained electronically in a 
structured database on agency network 
servers. 

RETRIEVABILITY: 
Indexed by individual’s name, 

employee identification number, and 
database can also be searched by other 
data fields or codes. 

SAFEGUARDS: 
Certain information is available to the 

public through locator information and 
posting of the FTC Directory online. 
Access to other information is restricted 
to agency personnel or contractors 
whose responsibilities require access. 
Access to nonpublic electronic records 
is controlled by ‘‘user ID’’ and password 
combination and/or other appropriate 
electronic access or network controls 
(e.g., firewalls). FTC buildings are 
guarded and monitored by security 
personnel, cameras, ID checks, and 
other physical security measures. 

RETENTION AND DISPOSAL: 
Records are retained and destroyed in 

accordance with applicable schedules 
and procedures issued or approved by 

the National Archives and Records 
Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 
Assistant Chief Information Officer, 

Infrastructure Operations, Office of 
Information Technology & Management, 
Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 
Individual about whom the record is 

maintained; administrative officers or 
other staff who manage the staff check- 
in/check-out process; personnel records. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

FTC-VII-3 

SYSTEM NAME: 
Computer Systems User Identification 

and Access Records—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Commission employees and others 
(e.g., contractors) with access to FTC 
computer systems operated by the FTC 
or by a contractor for the FTC. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name; employee identification 

number; organization; systems to which 
individual has access; systems and 
services used; amount of time spent 
using each system; number of usage 
sessions; cost of some usage; user 
profiles. This system includes log-in 
files, password files, system usage files 
when they contain records on specific 
users, and, where applicable, cost-back 
files used to assess charges for system 
use. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq.; Federal Information 
Security Management Act of 2002, Pub. 
L. 107-347, Title III. 

PURPOSE(S): 
To monitor and control costs of usage 

of computer systems; to prepare budget 
requests for automated services; to 

identify the need for and to conduct 
training programs; to monitor security 
on computer systems; to add and delete 
users; to help document and/or control 
access to computer systems, platforms, 
applications and databases (e.g., 
Outlook, Oracle, Business Objects); to 
investigate and make referrals for 
disciplinary or other action if improper 
or unauthorized use is suspected or 
detected. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records in this system may be 
disclosed to contractors in connection 
with developing, maintaining, operating 
or servicing FTC computerized systems. 

See Appendix I for other ways that 
the Privacy Act allows the FTC to use 
or disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Electronic and paper records. 

RETRIEVABILITY: 

Indexed by individual’s name; 
employee identification number; and 
organization code, or other searchable 
data fields or codes. 

SAFEGUARDS: 

Access is restricted to agency 
personnel and contractors whose 
responsibilities require access. Paper 
records, if any, maintained in lockable 
rooms or file cabinets. Access to 
electronic records is controlled by ‘‘user 
ID’’ and password combination and/or 
other appropriate electronic access or 
network controls (e.g., firewalls). FTC 
buildings are guarded and monitored by 
security personnel, cameras, ID checks, 
and other physical security measures. 

RETENTION AND DISPOSAL: 

See National Archives and Records 
Administration General Records 
Schedule 20.1 (Files/Records Relating to 
the Creation, Use, and Maintenance of 
Computer Systems, Applications, or 
Electronic Records) and 24.6 (User 
Identification, Profiles, Authorizations 
and Password Files). Records are 
deleted when no longer needed for 
administrative, legal, audit, or other 
operational purposes. 
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SYSTEM MANAGER(S) AND ADDRESS: 

Assistant Chief Information Officer, 
Infrastructure Operations, Office of 
Information And Technology 
Management, Federal Trade 
Commission, 600 Pennsylvania Avenue, 
NW., Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 

Individual about whom record is 
maintained; internal and external 
information systems that record usage. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

FTC-VII-4 

SYSTEM NAME: 
Call Detail Records—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

FTC personnel, consultants, and 
contractors assigned office telephones, 
cell phones, telephone calling cards, 
pagers or other telecommunications 
resources. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Name, office telephone number, cell 
phone number, telephone calling card 
number, pager number, originating 
telephone number, telephone numbers 
called, length of telephone calls, cost of 
telephone calls. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Federal Trade Commission Act, 15 
U.S.C. 41 et seq. 

PURPOSE(S): 

To manage agency 
telecommunications resources; to 
monitor appropriate use of such 
resources; to detect and deter possible 
improper or unauthorized use of such 
resources; in cases where such use is 
detected, to determine whether 
disciplinary or other action, assessment, 
charge, or referral is warranted; to 
determine appropriate types and levels 
of service that should be available to 
agency staff; and to review and 
authorize payment of 
telecommunications invoices. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records in this system may be 
disclosed: 

(1) To a telecommunications company 
and/or the General Services 
Administration when providing the FTC 
with telecommunications support in 
order to verify billing or perform other 
servicing to the account; and 

(2) To respond to a Federal agency’s 
request made in connection with the 
hiring or retention of an employee, the 
letting of a contract or issuance of a 
grant, license or other benefit by the 
requesting agency, but only to the extent 
that the information disclosed is 
relevant and necessary to the requesting 
agency’s decision on the matter. 

See Appendix I for other ways that 
the Privacy Act permits the FTC to 
disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Maintained in paper and/or other 
digital or non-digital formats. 

RETRIEVABILITY: 

Indexed by office telephone number, 
cell phone number, pager number, or 
telephone calling card number, or 
individual’s name. 

SAFEGUARDS: 

Access is restricted to agency and 
contractor personnel whose official 
responsibilities require access. Paper 
records are maintained in lockable 
cabinets or offices. Access to electronic 
records is protected by ‘‘user ID’’ and 
password combination and/or other 
electronic access and network controls 
(e.g., firewalls). FTC buildings are 
guarded and monitored by security 
personnel, cameras, ID checks, and 
other physical security measures. 

RETENTION AND DISPOSAL: 

See National Archives and Records 
Administration General Records 
Schedule 12. Under that schedule, 
records are destroyed when they are 
three years old, and may be destroyed 
earlier once information needed to 
identify abuse has been captured in 
other records. 

SYSTEM MANAGER(S) AND ADDRESS: 

Assistant Chief Information Officer, 
Infrastructure Operations, Office of 
Information and Technology 
Management, Federal Trade 
Commission, 600 Pennsylvania Avenue, 
NW., Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 

Telephone assignment records; 
computer software that captures 
telephone call information and permits 
query and reports generation; logs, 
reports, or other service records that the 
FTC may receive from 
telecommunications service providers. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

FTC-VII-5 

SYSTEM NAME: 
Property Management System—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 

Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Past and present Commission 
employees or others assigned 
responsibility for Commission physical 
resources. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name of individual; employee or 

other identification number; property 
item assigned to individual; equipment 
maintenance information. This system 
also includes miscellaneous property 
management records pertaining to 
individuals assigned specific items of 
agency property, such as property 
passes or acknowledgment forms 
completed and signed by individuals. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Federal Trade Commission Act, 15 
U.S.C. 41 et seq.; Federal Property and 
Administrative Services Act of 1949; 
Pub. L. 84-863 (1956). 

PURPOSE(S): 

To maintain and control physical 
resources, including to document the 
assignment to and acknowledgment of 
individual responsibility for such 
resources; to conduct routine and 
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periodic maintenance on equipment; to 
maintain, confirm, and audit an 
inventory of physical resources. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records in this system may be 
disclosed to contractors in connection 
with surveying, maintaining, or 
otherwise servicing or tracking agency 
physical resources. 

See Appendix I for other ways that 
the Privacy Act permits the FTC to use 
or disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 

Electronic and paper records. 

RETRIEVABILITY: 

Indexed by employee name, employee 
identification number, and assigned 
organization. 

SAFEGUARDS: 

Access is restricted to agency 
personnel or contractors whose 
responsibilities require access. Paper 
records are maintained in lockable 
rooms or file cabinets. Access to 
electronic records is controlled by ‘‘user 
ID’’ and password combination and/or 
other appropriate electronic access and 
network controls (e.g., firewalls). FTC 
buildings are guarded and monitored by 
security personnel, cameras, ID checks, 
and other physical security measures. 

RETENTION AND DISPOSAL: 

See General Records Schedule 18.12 
(Property Pass Files), 18.15 (Personal 
Property Accountability Files), 18.16 
(Key Accountability Files), and other 
schedules or procedures that may be 
issued or approved by the National 
Archives and Records Administration. 
Retention periods can vary from 3 
months to 3 years, depending on the 
record. At the FTC, records are generally 
retained for the life of the physical 
resource. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Administrative Services 
Office, Office of the Executive Director, 
Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 
Individual responsible for the 

equipment and staff responsible for 
maintaining the equipment. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

FTC-VII-6 

SYSTEM NAME: 
Document Management And Retrieval 

System—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who have written 
documents contained in Commission 
files, and other individuals whose 
names or other personally identifying 
data are used to search and retrieve 
documents from the system. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Name of author and documents 

written by that individual; names or 
other data about other individuals by 
which documents in the system are 
searched and retrieved; finding aids or 
document indexes. Records in this 
system may duplicate records included 
in other FTC systems of records. See, 
e.g., FTC-I-1 (Nonpublic Investigational 
and Other Nonpublic Legal Program 
Records—FTC), FTC-I-6 (Public 
Records—FTC). 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq. 

PURPOSE(S): 
To provide staff with the ability to 

search for and access copies of agency 
documents needed for legal and 
economic research activities of the 
Commission (e.g., internal memoranda, 
economic reports, other agency work 
product); to provide FTC staff 
processing Freedom of Information Act 
or other disclosure requests with the 
ability to search for and access copies of 
potentially responsive documents 
outlining the actions and considerations 
of the Commission, individual 
Commissioners, and the staff; to provide 

the ability, once the automated system 
is fully implemented, to electronically 
manage the writing, editing, storage, 
retrieval and disposal of such 
documents (e.g., memoranda, 
correspondence), and to provide for 
additional document management 
functions, if any. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records in this system may be 
disclosed to contractors in connection 
with document processing, storage, 
disposal and similar records 
management and retrieval activities. 

See Appendix I for other ways that 
the Privacy Act allows the FTC to use 
or disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Older records are stored on 

microfiche or other formats. The system 
also comprises one or more structured 
databases using commercial software 
applications to search, retrieve, and 
manage records stored electronically. 

RETRIEVABILITY: 
Indexed by author of the document, or 

other data fields or codes. 

SAFEGUARDS: 
Access is restricted to agency 

personnel and contractors whose 
responsibilities require access. Paper or 
other non-digital records are stored in 
lockable file cabinets or offices. Access 
to electronic records is controlled by 
‘‘user ID’’ and password combination, 
and/or other appropriate electronic 
access or network controls (e.g., 
firewalls). FTC buildings are guarded 
and monitored by security personnel, 
cameras, ID checks, and other physical 
security measures. 

RETENTION AND DISPOSAL: 
Records are retained and destroyed in 

accordance with schedules and 
procedures issued or approved by the 
National Archives and Records 
Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 
Director, Records and Filings Office, 

Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. 
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NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 
FTC employees and others who 

submit documents to the Commission. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Records contained in this system that 

have been placed on the FTC public 
record are available upon request or, 
where applicable, made available 
online. See FTC-I-6 (Public Records— 
FTC). However, pursuant to 5 U.S.C. 
552a(k)(2), records in this system, which 
reflect records that are contained in 
other systems of records that are 
designated as exempt, are exempt from 
the requirements of subsections (c)(3), 
(d), (e)(1), (e)(4)(G), (H), (I), and (f) of 5 
U.S.C. 552a. See § 4.13(m) of the FTC 
Rules of Practice, 16 CFR 4.13(m). 

FTC-VII-7 

SYSTEM NAME: 
Information Technology Service 

Ticket System—FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. System data are 
currently maintained off-site by an FTC 
contractor. See Appendix III. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

FTC employees, contractors or other 
authorized individuals who have 
requested service related to the 
automated information technology 
equipment and systems available to the 
FTC staff (e.g., computers, laptops, etc.). 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Records include name of requesting 

individual, organization code, telephone 
number, date of reported problem, 
nature of problem, and action taken to 
resolve problem. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq. 

PURPOSE(S): 
To record the receipt of requests for 

information technology (IT) service by 
the FTC’s enterprise service desk (i.e., 
help desk) and the actions taken to 
resolve those requests; to provide 
agency management with information 
identifying trends in questions and 
problems for use in managing the 
Commission’s hardware and software 

resources. The FTC’s help desk, 
currently operated by a contractor, 
generates and maintains these records 
(‘‘service tickets’’) in the course of 
fulfilling requests or orders to create or 
close e-mail and other network accounts 
when an individual begins or ends 
employment at the FTC, to answer 
questions or provide assistance when 
FTC staff have problems with computer 
or network access or other FTC IT 
equipment or software issues, etc. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records in this system may be 
compiled and used by the FTC’s 
contractors to track and fulfill IT service 
requests. 

See Appendix I for ways that the 
Privacy Act allows the FTC to use or 
disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized by 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Data are entered and stored in the 

system electronically by the FTC’s help 
desk contractor using proprietary 
software in a structured database. 

RETRIEVABILITY: 
Indexed by employee name and 

tracking number assigned to each 
service request. 

SAFEGUARDS: 
Access is restricted to agency 

personnel and contractors whose 
responsibilities require access. 
Electronic access to FTC records in the 
contractor’s database is provided via the 
Internet, using unique IDs and password 
combinations, and can be accessed only 
from Internet Protocol (IP) addresses 
belonging to the FTC. When not in use, 
access automatically ‘‘times out’’ (cuts 
off) after 30 minutes. The contractor’s 
servers have firewalls and intrusion 
detection, and are maintained in locked 
rooms secured with electronic card 
access. 

RETENTION AND DISPOSAL: 
See National Archives and Records 

Administration General Records 
Schedule 24.10 (IT Customer Service 
Files). Under that schedule, records may 
be deleted when 1 year old or when no 
longer needed for review or analysis, 
whichever is later. 

SYSTEM MANAGER(S) AND ADDRESS: 
Assistant Chief Information Officer for 

Customer Services, Office of 
Information and Technology 
Management, Federal Trade 
Commission, 600 Pennsylvania Avenue, 
NW., Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 
Individual about whom the record is 

maintained and staff who responded to 
the request for service. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

FTC-VII-8 

SYSTEM NAME: 
Administrative Service Call System— 

FTC. 

SECURITY CLASSIFICATION: 
Not applicable. 

SYSTEM LOCATION: 
Federal Trade Commission, 600 

Pennsylvania Avenue, NW., 
Washington, DC 20580. See Appendix 
III for other locations where records may 
be maintained or accessed. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Current and former FTC employees, 
contractors, or other authorized 
individuals who request or previously 
requested service related to FTC 
building maintenance and 
administrative support services. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Records include name of requesting 

individual, organization code, telephone 
number, date of reported problem, 
nature of problem, and action taken to 
resolve problem. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Federal Trade Commission Act, 15 

U.S.C. 41 et seq. 

PURPOSE(S): 
To record the receipt of requests for 

service and the actions taken to resolve 
those requests; to provide agency 
management with information 
identifying trends in questions and 
problems for use in managing the 
Commission’s office space, furniture, or 
other physical resources and property. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Records in this system may be 
disclosed to FTC contractors as needed 
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for purposes of fulfilling service 
requests. 

See Appendix I for other ways that 
the Privacy Act allows the FTC to use 
or disclose system records outside the 
agency. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

None, except as authorized under 5 
U.S.C. 552a(b)(12) when trying to collect 
a claim of the Government. See 
Appendix I. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Service call records are maintained in 

an electronic database using a 
commercial software application. Work 
orders are generated from these records 
and printed out. 

RETRIEVABILITY: 
Indexed by name of requesting 

individual and tracking number 
assigned to each service request. 

SAFEGUARDS: 
Access is restricted to agency 

personnel or contractors whose 
responsibilities require access. Access to 
electronic records is controlled by ‘‘user 
ID’’ and password combination and/or 
other appropriate electronic access and 
network controls (e.g., firewalls). FTC 
buildings are guarded and monitored by 
security personnel, cameras, ID checks, 
and other physical security measures. 

RETENTION AND DISPOSAL: 

Records are to be retained for at least 
three months after work is performed or 
the request is cancelled. See National 
Archives and Records Administration 
General Records Schedule 11.5 
(Building and Equipment Service Files). 
The FTC currently maintains records in 
this system for at least 12 months, 
because questions pertaining to prior 
requests can arise several months after 
the work has been completed. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Administrative Services 
Office, Office of the Executive Director, 
Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. 

NOTIFICATION PROCEDURE; RECORD ACCESS 
PROCEDURES; AND CONTESTING RECORD 
PROCEDURES: 

See Appendix II. 

RECORD SOURCE CATEGORIES: 

Individual about whom the record is 
maintained and staff who responded to 
the request for service. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

Appendix I 

Authorized Disclosures and Routine Uses 
Applicable to All FTC Privacy Act Systems of 
Records 

The Privacy Act allows the FTC to disclose 
its Privacy Act records in the following ways: 

(1) Within the FTC, to FTC officers and 
employees who need the record to perform 
their duties; 

(2) In response to a request for public 
disclosure under the Freedom of Information 
Act (FOIA); 

(3) For any ‘‘routine use’’ compatible with 
the purpose for which the record was 
collected, as set forth in each system of 
records notice and in paragraphs (13)-(23) of 
this Appendix below; 

(4) To the Bureau of the Census for 
purposes of planning or carrying out a census 
or survey or related activity under title 13 of 
the United States Code; 

(5) To a recipient who has provided the 
agency with advance adequate written 
assurance that the record will be used solely 
as a statistical research or reporting record, 
and the record is to be transferred in a form 
that is not individually identifiable; 

(6) To the National Archives and Records 
Administration as a record having sufficient 
historical or other value to warrant its 
continued preservation by the United States 
Government, or for evaluation by the 
Archivist of the United States or the designee 
of the Archivist to determine whether the 
record has such value; 

(7) To another agency or to an 
instrumentality of any governmental 
jurisdiction within or under the control of 
the United States for a civil or criminal law 
enforcement activity if the activity is 
authorized by law, and if the head of the 
agency or instrumentality has made a written 
request to the agency which maintains the 
record specifying the particular portion 
desired and the law enforcement activity for 
which the record is sought; 

(8) To a person pursuant to a showing of 
compelling circumstances affecting the 
health or safety of an individual if upon such 
disclosure notification is transmitted to the 
last known address of such individual; 

(9) To either House of Congress, or, to the 
extent of a matter within its jurisdiction, any 
committee or subcommittee thereof, any joint 
committee of Congress or subcommittee of 
any such joint committee; 

(10) To the Comptroller General, or any of 
his authorized representatives, in the course 
of the performance of the duties of the 
General Accounting Office; 

(11) Under an order of a court of competent 
jurisdiction; and 

(12) To a consumer reporting agency, when 
trying to collect a claim of the Government, 
in accordance with 31 U.S.C. 3711(e). 

In addition, in accordance with paragraph 
(3) above, the ‘‘routine uses’’ set forth in 
paragraphs (13) through (23) below shall 
apply to all records in all FTC Privacy Act 
systems of records. Specifically, such 
records: 

(13) Where appropriately incorporated into 
the records maintained in FTC-II-6 

(Discrimination Complaint System—FTC), 
may be disclosed under the routine uses 
published for that system; 

(14) May be disclosed to the National 
Archives and Records Administration for 
records management inspections conducted 
under authority of 44 U.S.C. 2904 and 2906; 

(15) May be disclosed to other agencies, 
offices, establishments, and authorities, 
whether federal, state, local, foreign, or self- 
regulatory (including, but not limited to 
organizations such as professional 
associations or licensing boards), authorized 
or with the responsibility to investigate, 
litigate, prosecute, enforce, or implement a 
statute, rule, regulation, or order, where the 
record or information by itself or in 
connection with other records or 
information: 

(a) Indicates a violation or potential 
violation of law, whether criminal, civil, 
administrative, or regulatory in nature, and 
whether arising by general statute or 
particular program statute, or by regulation, 
rule, or order issued pursuant thereto, or 

(b) Indicates a violation or potential 
violation of a professional, licensing, or 
similar regulation, rule, or order, or 
otherwise reflects on the qualifications or 
fitness of an individual who is licensed or 
seeking to be licensed; 

(16) May be disclosed to any source, 
private or governmental, to the extent 
necessary to secure from such source 
information relevant to and sought in 
furtherance of a legitimate investigation or 
audit; 

(17) May be disclosed to any authorized 
agency component of the Federal Trade 
Commission, Department of Justice, or other 
law enforcement authorities, and for 
disclosure by such parties: 

(a) To the extent relevant and necessary in 
connection with litigation in proceedings 
before a court or other adjudicative body, 
where (i) the United States is a party to or 
has an interest in the litigation, including 
where the agency, or an agency component, 
or an agency official or employee in his or 
her official capacity, or an individual agency 
official or employee whom the Department of 
Justice has agreed to represent, is or may 
likely become a party, and (ii) the litigation 
is likely to affect the agency or any 
component thereof; or 

(b) To obtain advice, including advice 
concerning the accessibility of a record or 
information under the Privacy Act or the 
Freedom of Information Act; 

(18) May be disclosed to a congressional 
office in response to an inquiry from that 
office made at the written request of the 
subject individual, but only to the extent that 
the record would be legally accessible to that 
individual; 

(19) May be disclosed to debt collection 
contractors for the purpose of collecting 
debts owed to the government, as authorized 
under the Debt Collection Act of 1982, 31 
U.S.C. 3718, and subject to applicable 
Privacy Act safeguards; 

(20) May be disclosed to a grand jury agent 
pursuant either to a federal or state grand 
jury subpoena, or to a prosecution request 
that such record be released for the purpose 
of its introduction to a grand jury, where the 

VerDate Aug<31>2005 19:43 Jun 11, 2008 Jkt 214001 PO 00000 Frm 00043 Fmt 4701 Sfmt 4703 E:\FR\FM\12JNN4.SGM 12JNN4m
st

oc
ks

til
l o

n 
P

R
O

D
1P

C
66

 w
ith

 N
O

T
IC

E
S

4



33634 Federal Register / Vol. 73, No. 114 / Thursday, June 12, 2008 / Notices 

subpoena or request has been specifically 
approved by a court; 

(21) May be disclosed to the Office of 
Management and Budget (OMB) for the 
purpose of obtaining advice regarding agency 
obligations under the Privacy Act, or in 
connection with the review of private relief 
legislation pursuant to OMB Circular A-19; 

(22) May be disclosed to appropriate 
agencies, entities, and persons when: (a) the 
FTC suspects or has confirmed that the 
security or confidentiality of information in 
the system of records has been compromised; 
(b) the FTC has determined that as a result 
of the suspected or confirmed compromise 
there is a risk of harm to economic or 
property interests, identity theft or fraud, or 
harm to the security or integrity of this 
system or other systems or programs 
(whether maintained by the FTC or another 
agency or entity) that rely upon the 
compromised information; and (c) the 
disclosure made to such agencies, entities, 
and persons is reasonably necessary to assist 
in connection with the FTC’s efforts to 
respond to the suspected or confirmed 
compromise and prevent, minimize, or 
remedy such harm; and 

(23) May be disclosed to FTC contractors, 
volunteers, interns or other authorized 
individuals who have a need for the record 
in order to perform their officially assigned 
or designated duties for or on behalf of the 
FTC. 

The routine uses contained in this 
Appendix are in addition to any routine uses 
contained in the system of records notice 
(SORN) for each FTC Privacy Act records 
system. Some of the authorized disclosures 
and routine uses may overlap with one 
another. The FTC will treat a routine use as 
valid and still in effect, even if an 
overlapping routine use or disclosure is 
partly or fully invalidated or repealed. 

Appendix II 

How To Make A Privacy Act Request 

An individual may: request notification as 
to whether an FTC system of records contains 
records retrieved using his or her personal 
identifier; request access to records in a 
system of records; and contest the accuracy 
or completeness of records. 

Each of those actions may be initiated by 
the individual by mailing or delivering a 
written request that includes the individual’s 
name, return address, and signature, 
addressed to: 

Privacy Act Request 
Office of the General Counsel 

Federal Trade Commission 
600 Pennsylvania Avenue, NW. 
Washington, DC 20580 

Note: Individuals are not required to follow 
these procedures for FTC systems that are 
designed to allow individuals to review, 
access or correct their system records online 
or through other means (e.g., National Do Not 
Call Registry system). 

Contents of the written request. Where a 
written request is required, the request must 
specify the pertinent FTC system(s) of 
records, and include any additional 
information needed to locate the records. The 
individual’s signature will be deemed a 
certification that he or she is the individual 
to whom the record pertains. The FTC may 
require additional verification of identity 
when reasonably necessary to assure that 
records are not improperly disclosed. The 
FTC will not require additional verification 
if the records about the individual are 
available to the public under the Freedom of 
Information Act (FOIA). More detailed 
information about how to make a Privacy Act 
request is contained in the section 4.13 of the 
FTC’s Rules of Practice, 16 CFR 4.13, which 
may be viewed online at http:// 
ecfr.gpoaccess.gov/. 

Exempt systems. Some record systems are 
exempt from disclosure to the individual and 
from other requirements of the Privacy Act. 
See the system of records notice applicable 
to the records you are requesting if you want 
to know if that system is exempt. The FTC 
is not required to provide an individual 
access to any information compiled in 
reasonable anticipation of a civil action or 
proceeding. 5 U.S.C. 552a(d)(5). 

Requests to correct or amend. A request to 
correct or amend your Privacy Act records 
must state the specific nature and reason for 
the request. The FTC does not delete or 
remove records in response to a request to 
correct or amend a Privacy Act record, 
including any records that have been 
publicly posted on the Internet (e.g., public 
comments). All FTC records, including 
public record documents, are retained and 
destroyed only in accordance with schedules 
and guidance issued or approved by the 
National Archives and Records 
Administration under the Federal Records 
Act and other applicable laws. If a Privacy 
Act request results in the correction or 
amendment of a record that has been posted 
on the FTC’s public record, the FTC will 
correct or amend the public record 
accordingly without deleting or removing it. 

Privacy Act records maintained by other 
Federal agencies. For records collected and 

maintained by other Federal agencies, please 
contact those agencies directly or visit their 
Web sites to obtain access. 

Appendix III 

Locations of FTC Buildings and Regional 
Offices 

In addition to the FTC’s headquarters 
building at 600 Pennsylvania Avenue, NW., 
Washington, DC 20580, the FTC has a 
satellite building at 601 New Jersey Avenue, 
NW., Washington, DC 20001, and also 
operates the following Regional Offices 
where Privacy Act records may in some cases 
be maintained or accessed: 

East Central Region 
Eaton Center, Suite 200 
1111 Superior Avenue 
Cleveland, OH 44114-2507 

Midwest Region 
55 West Monroe Street, Suite 1825 
Chicago, IL 60603-5001 

Northeast Region 
Alexander Hamilton U.S. Custom House 
One Bowling Green, Suite 318 
New York, NY 10004 

Northwest Region 
915 Second Avenue, Suite 2896 
Seattle, WA 98174 

Southeast Region 
225 Peachtree Street, NE., Suite 1500 
Atlanta, GA 30303 

Southwest Region 
1999 Bryan Street, Suite 2150 
Dallas, TX 75201 

Western Region—San Francisco 
901 Market Street, Suite 570 
San Francisco, CA 94103 

Western Region—Los Angeles 
10877 Wilshire Boulevard, Suite 700 
Los Angeles, CA 90024 

In addition, FTC records subject to the 
Privacy Act may sometimes be maintained at 
other facilities leased by the FTC or operated 
by FTC contractors, including by other 
Federal agencies, or by the National Archives 
& Records Administration on the FTC’s 
behalf. 

By direction of the Commission. 

Donald S. Clark, 
Secretary 

[FR Doc. E8–13111 Filed 6–11–08: 8:45 am] 
BILLING CODE 6750–01–S 
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